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ABSTRACT

                   Unseen Visible Watermarking is a scheme used for hiding information in the visual content. The hidden information can be extracted through the human visual system. In the UVW we can able to transfer machine readable information. In this approach we don’t need any extractor in the receiver end. Visual cryptographic techniques are used to increase security. The quality of the transmitted information will not be lost. The existing system was the digital watermarking; its approaches are of two they are visible watermarking and invisible watermarking. Both the approaches were used to transmit only the human readable information. But through UVW we can able to transmit machine readable information. In the. invisible watermarking we need the extraction modules must be deployed to the receiver in advance. In both the approaches we do not have the security mechanism. The quality of the transmitted information will be lost whereas in UVW the quality will be same as transmitted.

Index Terms- Unseen Visible Watermarking, Visual Cryptography, Gamma Correction, Statistical steganalysis.
I.INTRODUCTION

 We propose a novel class of watermarking schemes, called unseen visible watermarking (UVW), to deliver auxiliary information via visual content. Visual content marked with UVW schemes share the same perceptual quality’s those marked with simple invisible watermarking schemes. But when adequate operations, like image enhancement operations are performed, information hidden in the marked content will be disclosed and recognized by content users without the need of extractor deployment. Furthermore, to overcome the constraint that visible watermarking schemes are only capable of delivering human-readable messages, 2-D bar codes are integrated with schemes so that machine-readable messages can be extracted with the help of simple 2-D barcode readers. For steganographic applications, author combine UVW with the visual cryptography technology to enable secure secret communication without the need to deploy any security-related module to the receiving end. An interesting setup in which secrets hidden in Image can be extracted and deciphered solely by using Gamma Correction.
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II.RELATED WORK

In Digital watermarking schemes can be roughly classified into two approaches: invisible and visible.visible watermarking, the information is visible in the picture or video. Typically, the information is text or a logo which identifies the owner of the media. The image on the right has a visible watermark. When a television broadcaster adds its logo to the corner of transmitted video, this is also a visible watermark Visible watermarking is a type of digital watermarking used for protection of publicly available images.

              In invisible watermarking, information is added as digital data to audio, picture or video, but it cannot be perceived as such (although it is possible to detect the hidden information). An important application of invisible watermarking is to copyright protection systems, which are intended to prevent or deter unauthorized copying of digital media. Steganography is sometimes applied in digital watermarking, where two parties communicate a secret message embedded in the digital signal. Annotation of digital photographs with descriptive information is another application of invisible watermarking. While some file formats for digital media can contain additional information called metadata, digital watermarking is distinct in that the data is carried in the signal itself. 

[image: image8.emf]            Both the approaches were used to transmit only the human readable information. But through UVW we can able to transmit machine readable information. In the invisible watermarking we need the extraction modules must be deployed to the receiver in advance. In both the approaches we do not have the security mechanism. The quality of the transmitted information will be lost whereas in UVW the quality will be same as transmitted.
 III.WORKING OF UNSEEN VISIBLE WATERMARKING
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         In the Unseen Visible Watermarking  the work is being carried in the visual content ie image. In the visual content actually we are embedding text or image in it. In the beginning the input image and the secret information  pixel values are converted to Gamma Values. In this project we are mainly focusing on image.In  the unseen visible watermarking is being done in the image it is shown below.
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Fig 1.3 Unseen Visible watermarking for      Image
In this project the unseen visible watermarking is being done by following the steps .In the first module we will get the input image and secret information. 
Then we will find the statistical values of the both input image and the secret image. In the next module ie Unseen Visible Watermarking the secret image is being converted into the hidden image. Then the hidden image is being embedded in the Input image by using Visual Cryptography process.Next is the retrival part that is by applying gamma correction we can able to retrive the secret information which is hidden in the Input image.When the (=0 value this is called encoding gamma,when the (<1 value then decoding is being done. The  embedding of information and deembedding is being done as shown in the figure below.
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IV. PROBLEM FORMULATION
                Gamma correction, gamma nonlinearity, gamma encoding, or often simply gamma, is the name of a nonlinear operation used to code and decode luminance or tristimulus values in  still image systems.The  encoding of secret information into the input image is being carried out when the ( value equal to zero.Then the decoding process is being done by adjusting the value of ( less than 1.
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V. Implementation 

           In this project the input image and the secret information is got. The embedding is being done by the visual cryptography process. The embedding of secret information into the image is shown in the figure below.
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The retrieval process is being done by gamma correction process. In the gamma correction process when we adjust the value of the gamma  we can able to retrieve the secret information which is hidden in the image.

. 
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VI .CONCLUSION

          In  this paper, they have outlined a UVW scheme where auxiliary information can be delivered without any overhead deployment. Important existing technologies, such as 2-D barcodes and visual cryptography, would benefit from the attractive characteristics of UVW. UVW also shows good undetectability against current statistical steganalysis tools, thus facilitating a new methodology of secret communication. Currently, we are conducting research on quantitative methodologies to achieve better trade-offs between important system performances, including visual quality, device versatility, content applicability, robustness, and security against malicious attacks.In this phase I am doing the unseen visible watermarking in Image. In the next phase the project is extended to the video. Unseen visible watermarking can provide both advantages of visible and invisible watermarking schemes and is suitable for certain application scenarios.
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Fig 1.6 Flowchart for embedding and deembedding for Unseen Visible Watermarking





Fig 1.5 Retrieving process








Fig1.4 Embedding





                        1.2 System Model





Fig 1.1 Delivering value-added metadata via UVW








Fig 1.6 Embedding process





�





Fig 1.7 Retrieving process








